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Title: **Christian Cadajas vs. People of the Philippines (Cybercrime and Child Pornography
in the Digital Age)**

**Facts:**
Christian Cadajas, a 24-year-old canteen worker, formed a romantic relationship with a 14-
year-old  named  AAA  after  mutual  interests  were  expressed  via  Facebook  Messenger.
Despite AAA’s mother, BBB, warning Cadajas to stay away from her minor daughter, their
relationship  continued.  BBB  discovered  their  ongoing  communication,  including  a
conversation  wherein  Cadajas  coaxed  AAA  into  sending  him  explicit  photos.  Upon
confronting her daughter, BBB was able to access Cadajas’ Facebook Messenger through
AAA’s coerced cooperation and discovered explicit messaging between the two. Cadajas was
later charged with violating the Anti-Child Pornography Act of 2009 (R.A. No. 9775) as
facilitated through cyber means (R.A. No. 10175 or the Cybercrime Prevention Act of 2012).
These cases filed against him moved through the legal system, culminating in a trial at the
Regional Trial Court (RTC) of Valenzuela City, where he was acquitted of one charge but
found guilty of child pornography, a decision later upheld by the Court of Appeals (CA) with
a modified penalty.

**Procedural Posture:**
Cadajas appealed the CA’s decision to the Supreme Court  (SC) through a Petition for
Review on Certiorari under Rule 45. He contested the admissibility of evidence against him,
the interpretation and application of relevant statutes, and the sufficiency of proof of guilt.

**Issues:**
1. Was the evidence obtained from Cadajas’ Facebook account inadmissible on the grounds
of violating his right to privacy?
2. Did Cadajas’ actions constitute an offense under the cited statutes?
3. Was the interpretation of unlawful acts under Section 4(c)(2) of  R.A. No. 10175, in
relation to Sections 4(a), 3(b), and (c)(5) of R.A. No. 9775, correctly applied by the CA?
4. Did the CA err in convicting Cadajas despite the alleged inadequacy of the evidence to
prove guilt beyond a reasonable doubt?

**Court’s Decision:**
The SC denied the petition, affirming the CA’s decision but modifying Cadajas’ sentence to
reclusion perpetua pursuant to the Cybercrime Prevention Act’s provisions. The SC held:
1. Cadajas’ right to privacy was not violated as the evidence was not obtained by state
actors but by a private individual. Furthermore, Cadajas had forfeited his objection to the
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evidence by not contesting its admissibility during the trial.
2. Cadajas’ actions fell squarely within the ambit of child pornography as defined by law,
facilitated through the internet—a medium covered by the Cybercrime Prevention Act.
3. The CA had correctly interpreted the statutes, considering the clear legislative intent to
penalize acts of child pornography regardless of the medium.
4. There was sufficient evidence to convict Cadajas, as the exchanges between him and the
minor  indicated  inducement  or  coercion  to  perform  acts  falling  under  the  prohibited
category of child pornography.

**Doctrine:**
The SC reiterated the doctrine that crimes committed through a computer system that falls
under child pornography are punished one degree higher than those outlined in the Anti-
Child Pornography Act of 2009. It also established that the right to privacy argument does
not extend to evidence obtained from a private individual’s actions, distinguishing between
state versus private actors in the context of evidence admissibility.

**Class Notes:**
1.  **Right  to  Privacy  vs.  Admissibility  of  Evidence**:  Evidence  obtained  by  private
individuals is admissible in trial, and objections to its admissibility must be timely made.
2. **Malum Prohibitum and Malum in Se Distinction**: When determining a crime’s nature
under specialized laws, the court looks into the inherent immorality or vileness of the act
aside from statutory definitions.
3. **Cybercrime Penalties**: For specific cybercrimes like child pornography, penalties are
enhanced  one  degree  higher  than  their  equivalent  offenses  not  committed  through
computer systems.
4. **Legislative Intent**: Understanding the rationale behind statute enactment is critical,
especially in interpreting laws relating to emerging technologies and their misuse.

**Historical Background:**
This  case  underscores  the  evolving  challenges  courts  face  in  addressing  cybercrimes,
specifically those exploiting minors through digital platforms. It reflects the legal system’s
adaptability  in  interpreting  existing  laws  to  cover  offenses  facilitated  by  modern
technological means, reaffirming the judiciary’s role in protecting minors from exploitation
and abuse in the digital age.


